
 

1. GENERAL INTRODUCTION 

1.1. MemeLabs Ltd (Seychelles Company Registration Number: 242129) 
(“MemeLabs”) is committed to protecting your privacy. This policy outlines the 
information we collect when you visit www.bossie.xyz and its sub-domains 
(each a "Website"). By using a Website, you agree to the terms of this policy 
regarding the information collected via the Website. 

1.2. For any questions about this policy, contact us at [support.bossie.xyz]. 

2. INFORMATION COLLECTION 

2.1  We do not collect any personal information from users of our services. We have  
 designed our services to function without the need for personal data. 

3. INFORMATION AUTOMATICALLY COLLECTED FROM YOUR 

COMPUTER 

Log files/IP addresses 

3.1 When you visit a Website, our web server automatically records your IP  
 address. This IP address is not linked to any personal information. We use IP  
 addresses to administer the Website, gather demographic information for  
 aggregation, and restrict access to comply with sanction laws and regulations. 

3.2 We may also collect other non-personal information (from which we cannot  
 identify you) such as the type of Internet browser you use, to provide better  
 services. 

Cookies and other technologies 

3.3 When you visit a Website, we may store textual information (commonly known  
 as a “cookie”) on your Internet browser. Other technologies, including unique  
 identifiers, may be used to identify interactions from devices and browsers,  
 and for local storage. Cookies and other technologies are used for  
 functionality, security, and analytics. Passwords and credit card numbers are  
 not stored in cookies. 
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3.4 Cookies and other technologies help make a Website usable by enabling basic  
 functions like page navigation, site preferences, and access to secure areas. 

3.5 Analytics cookies and technologies collect data that help us understand how  
 you interact with a service, improving content and features to enhance your  
 experience. 

3.6 You can block or erase cookies from your computer (refer to your browser’s  
 help screen or manual), but parts of the Website reliant on cookies may not  
 work correctly if your browser does not accept cookies. 

4. SECURITY 

4.1 We use technology and policies to safeguard your privacy from unauthorized  
 access and improper use. Our secure server software (TLS 1.2) encrypts any  
 personal information you input before it is sent to us. TLS 1.2 encryption is the  
 industry-standard security protocol for data encryption over the Internet.  
 Browsers and application software should be upgraded to support TLS 1.2  
 256-bit encryption. 

4.2 Confidential data (if any) is stored encrypted at rest within our enterprise  
 databases, accessible only through authorized processes or applications. 

4.3 Always ensure the Website you are visiting belongs to MemeLabs.   

Recommended Security Precautions: 

● Protect your endpoints from viruses and malicious programs. 
● Beware of and protect your credentials and sensitive information from 

phishing, spyware, and keyloggers. 
● Avoid hoaxes and scams from emails, social media, and other unverified 

sources. 
● Practice good cyber hygiene on the Internet and mobile devices. 
● Protect all your wallet private keys and never share them with anyone, 

including MemeLabs. 
 

5. LINKING TO THIRD-PARTY WEBSITES 

5.1 While our Website may contain links to external sites, MemeLabs  is not  
 responsible for the privacy practices or content of these third-party websites.  



 

 We encourage you to review the privacy policies of any third-party sites you  
 visit to understand how they collect, use, and share your information. 

5.2 Links to third-party websites are provided for your convenience and do not  
 imply any endorsement or recommendation by MemeLabs. We do not control  
 or guarantee the accuracy, relevance, timeliness, or completeness of  
 information on these external sites. 

5.3 If you have any concerns about the privacy practices of linked websites, please  
 contact the site administrators directly. Your interaction with these sites is  
 solely at your own risk. 


